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Configuring Modern Authentication for
EWS in Crestron Fusion® Software

Introduction

This document provides the procedures required to configure Modern Authentication
(OAuth 2) support for Crestron Fusion® software in the Microsoft® EWS (Exchange Web
Services) service.

The Modern Authentication authorization model is provided by the

Azure® Active Directory® service to integrate managed API applications with the same
authentication model used by the Office 365® software REST APIs. Once Modern
Authentication is configured in EWS, Crestron Fusion uses this access method to provide
heightened user authentication.

NOTE: This authentication method is compatible only with Office 365 at this time.
On-premises support may be available at a future date.
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Create a New Application Registration

To configure Modern Authentication in EWS, a Crestron Fusion application registration
must be configured in Azure Active Directory using the Azure portal. This procedure only
must be done once per Office 365 tenant.

Register the Application with Azure

To create a new Crestron Fusion application registration in Azure Active Directory:

—

Sign into the Azure portal with a user ID that has Global Administrator rights.
2. Select Azure Active Directory from the left navigation menu.

3. Select App registrations from the Azure widget menu.
4

Click + New application registration.

App registrations - New application registration

0 & + Mew application registration
roles and sdministratars A Te view and manage your registral
B Enterprise applications
D Devices DISPLAY NAME
B App registrations n FusionEwsApp3
¥ Application proxy PinPaintWeb
g Licenses Pl PinPointClient
A AD =

A Create dialog box is displayed.

Create Dialog Box

Create

* Mame @
FusionEwssippd o

Application type @
Web app / API e

* Sign-on URL @
http://FusionEwsAppd] ®
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5. Enter the following information:

e Name: Enter a name for the application. The name must be unique to the
Azure Active Directory profile.

e Application type: Select Web app / API from the drop-down menu.

e Sign-on URL: Enter a sign-on URL for the application. The application name
entered in the Name text field should be repeated as the URL.

6. Click Create. The application is created and displayed in the widget.

Add Office 365 API Access

To add Office 365 API access to the Crestron Fusion application:
1. Select App registrations from the Azure widget menu.

2. Select the application created for Crestron Fusion. An application dialog box is
displayed.

3. Click £ Settings. A Settings dialog box is displayed.

Crestron Fusion App Window

Home » cres Elel

wshAppd
I_l I_'l

Fusionk

£F Settings  # Manifest [ Delete

Display name Application 1D

FusionBwsAppd bbToedbe-cfi2-4422-8363-1d220485f0a3
Application type Object ID

Web app / API b830d464-5603-44a2-96c4-28db9636e711
Home page Managed application in local directory
http://FusionEwsAppd FusionEwsAppd

s

4, Select Required permissions under the APl ACCESS menu.
5. Click + Add. An Add API access dialog box is displayed.

Integration Guide — DOC. 8422A Modern Authentication for EWS in Crestron Fusion e 3



Settings Dialog Box - Required Permissions

Settings Required permissions
0 + Add ¥ Grant permissions
GEMERAL APl

Properties > Windows Azure Active Directory
= Reply URLs >
sha Owners >
APl ACCESS
<. Required permissions >

6. Select Office 365 Exchange Online (Microsoft.Exchange) from the Select an API
menu.

Add API access Dialog Box - Select an API

Add API access Select an API

‘I Select an AP
Office 365 Exchange Online (M...

2 Office 365 Exchange Online {(Microsoft.Exchange)
Microsaft Graph
Office 365 SharePoint Online (Microsoft.SharePoint)
Skype for Business Online (Microsoft.Lync)

Office 365 Yammer

Power Bl Service (Power BI)

7. Click Select.

8. Click the associated check boxes to display a check mark next to Use Exchange
Web Services with full access to all mailboxes and the Read and write
calendars in all mailboxes in the Enable Access menu.
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Add API access Dialog Box - Enable Access

Add API access X Enable Access O
1 Select an API v M| APPLICATION PERMISSIONS REQUIRES ADMIN
Office 363 Exchange Online
Read all users' full profiles @ Yes
X Read all users' basic profiles @ Yes
2 Select permissions b3

Zot= Degme Read all user mailbox settings @ Yes

+  Use Exchange Web Services with full access to all mailboxes @ Yes

Send mail as any user D Yes

Read calendars in all mailboxes @ Yes

Read contacts in all mailboxes @ Yes

Read mail in all mailboxes @ VYes

Read and write mail in all mailboxes @ Yes

Read and write contacts in all mailboxes @ Yes

Read and write all user mailbox settings @ Yes

Read user tasks in all mailboxes @ Yes

Read and write tasks in all mailboxes @ Yes
S 1

v Read and write calendars in all mailboxes O Yes
S i

9. Click Select and then Done.
10. Select Required permissions under the APl ACCESS menu.

11. Click Grant permissions to grant the Office 365 API permissions to the Crestron
Fusion application. A confirmation window is displayed.

12. Click Yes to confirm granting the APl permissions.

Required Permissions Menu

Required permissions

+ Add % Grant permissions

APl APPLICATION PEREMI... DELEGATED PERMIS...
Windows Azure Active Directory 0 1
Office 365 Exchange Online (Microsoft.Exchange) 1 4]
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Generate a Self-Signed Certificate

EWS Modern Authentication requires a self-signed certificate to travel with the
application, which provides additional application security.

The self-signed certificate may be generated using various tools (such as
PowerShell® software or openssl). The procedure below explains how to generate the
certificate from the Windows® operating system SDK (software development kit).

To generate a self-signed certificate from the Windows SDK:
1. Open the command prompt in the Windows system.

2. lIssue the following command, replacing [ApplicationName] with the application
name created in EWS:

cd C:\Program Files\Microsoft SDKs\Windows\v6.0A\Bin\x64
makecert -r -pe -n "CN=[ApplicationName]" -b 09/05/2018 -e
09/05/2025 -ss my -len 2048

If the certificate is generated, a "Succeeded" message is displayed.

NOTE: The command above may not be compatible with some versions of the Windows
SDK. The command has been confirmed to work with Windows SDK version 6.0a.

e The -b and -e parameters set the validity time range. The date entered for -e
should be at least five years ahead of the date entered for -b.

e The -r parameter indicates that the certificate is self-signed.
e The -pe parameter indicates that the private key is exportable.

e The -ss my parameter sets the certificate in the Personal folder of the cert
store.

To export the self-signed certificate for use with the application:
1. Issue the mmc command in the command prompt to run Certificate Manager.
2. Navigate to File > Add/Remove Snap-In.

3. Move the Certificates snap-in from the Available snap-ins menu to the Selected
snap-ins menu.

4. Select the My user account radio button in the dialog box that displays, and then
click Finish.

5. Navigate to Console Root > Certificates - Current User > Personal >
Certificates in the menu tree.

6 e Modern Authentication for EWS in Crestron Fusion Integration Guide — DOC. 8422A



Console 1 - Personal Cert Store

E Consolel - [Console Root\Certificates - Current User\Personal\Certificates]
a File Action View Favorites Window Help

-] Console Root Issued To Issued By Expiration Date  Intended P
v C_E“P”"“ES ; Current User G5l Entrust Root Certification Auth...  Entrust Root Certification Authority 11/27/2026 <All>
M ers;:nn:‘rr = % CrestronFusionEwsApp4 CrestronFusionEwsApp4
¥
SRS E3lEntrust Certification Authority -... Entrust Root Certification Authori... 10/23/2024 <All>
_| Trusted Root Certification Authy . . .
" . gl Entrust Root Certification Auth... Entrust Root Certification Authority  9/22/2024 <All>
| Enterprise Trust Pl - ) . X

6. Right-click the application cert.

7. Select All tasks > Export. A certificate export wizard opens.
a. When prompted, select the No, do not export the private key radio button.
b. When prompted, select the Base-64 encoded X.509 (.CER) radio button.

c. When prompted, name the certificate "[ApplicationName].cer". where
[ApplicationName] is the application name created in EWS.

d. Click OK to exit the wizard once the export has completed.
8. Right-click the application cert.
9. Select All tasks > Export. A certificate export wizard opens.
a. When prompted, select the Yes, export the private key radio button.
b. Retain the default file export settings.
c. When prompted, enter and confirm a password for the private key.

d. When prompted, name the certificate "[ApplicationName].pfx". where
[ApplicationName] is the application name created in EWS.

e. Click OK to exit the wizard once the export has completed.

10. Run the following PowerShell script, pointing to the saved .cer file as highlighted
below.

# This will print out the values needed to put into the AD App manifest.
#

$Cert = New-Object
System.Security.Cryptography.X509Certificates.x509Certificate2
$Cert Import("c:\Temp\%App1icationName].cer")

$BinarybData $Cert.GetRawCertbata()

$Baseb4value System.Convert]::ToBase64String($Binarybata)
$BinaryData $Cert.GetCertHash()

$Base64Thumbprint System.Convert]::ToBase64String($Binarybata)
$Keyid System.Guid NewGuid() .ToString(Q

write-Host "Base-64 Thumbprint:"
$Base64Thumbprint

wWrite-Host "Keyid:"

$Keyid

write-Host "Base-64 value:"
$Base64value
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The PowerShell output appears as follows:

PS C:\WINDOWS\system32> C:\Projects\Other\ExchScripts\EwsCert.psl

Base-64 Thumbprint:

ehgOgxkvD12mFqjT8u88MzSZzWlY=

Keyid:

f£144009-ce5c-46el1-8cd2-1c0733e92195

Base-64 Vvalue:
MIIDHzCCAgegAwIBAgIQ/AQnORgvVCc5hAdvZUXIuSLTANBgkghkiGOwOBAQQFADAgMR4WHAYDVQQDEXV
DcmvVzdHIvbkz1c21vbkv3cOFwcDQWHhcNMTgwOTA1MDQWMDAWWh CNMj UWOTAIMDQWMDAWW jAQMRAWHA
YDVQQDEXVDcmVzdHIvbkz1c21vbkv3cOFwcDQwggEiMAOGCSqGSIb3DQEBAQUAA4IBDWAW
g9gEKAOIBAQDE+Yy6HY08r8r+kjOB1GLffRMF7RiWMAFOhWGTINXSUYEVPQTjTzkARme80CT r1Tyxk0ftv
56L1eROXxqBrIxufqjru0qyx1l1Y1lsqTMNNPquaGehlvIny75tClz+tAtouwbw0o1IQ28P3Rjr1ongQ4ty
gi98C2GcaNHSPSEXZY36B8cMzCbIirQqPENSqwKg/SudNoNjX/LMFLIBcJoD5r7xdg/53G
symhuRKhxfo58th1PdulnoeQfGz1cxjXw8YSGMe 1 gk97eTOQCPqCAWEWIOwiY8hfjVUDNXg9WBM76Pq
5y17QV7 rk+IS1XON1FusYxiof+SMYnclnHZLRAopQJoU/AgMBAAG]VTBTMFEGALUJAQRKMEiAEA4PF6
eu27gCKkKeFugtFfGihIjAgMR4wHAYDVQQDExVDcmVzdHIvbkz1lc21vbkVv3cOFwcDSCEPWE
JzkYL30YQHb2VFyLki0wDQYJK0oZIhvcNAQEEBQADgYEBAGLXNnaevVqsvoefiV/sit5cS+8eyEArrPZAK
MmfPnUmM5gvsMztI/ivqgVvp8TpvSp3DQhrQkkwlgHH1J0f2PyhwEpv3ZEbEPwkk+xwludhjwVvVvrTIbMm
vgQQMIiAxxL3ymQOA9Xd+FfRuhYQvozzVvyDYWDaqVG8CBYH8Yj55FIhhjR2LKEdAgYEVQ80
S5UK9TMbN2LWRRU5C2NHMGUNAakp7+RFCEAT4u9s5ADFVgp1211pNUI2nwVasyn2p6zww5jVvQDIVPpT
1twazwsVQEJIRfpeQ8ZFPSTWFAROP1ArlilPhtEg267a3pz1Pe3E+fnrt2EXC6+4HOXI/AEEtgKYDD(
o=

Ensure that this output is available for the remaining procedures.
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Add the Certificate to the Application

Once a self-signed certificate has been generated for the application, it may be added to
the application in the Azure portal.

To add the self-signed certificate to the application via the Azure Active Directory:
1. Select App registrations from the Azure widget menu.

2. Select the application created for Crestron Fusion. An application dialog box is
displayed.

3. Click & Settings. A Settings dialog box is displayed.

Crestron Fusion App Window

5 » FusionEwsAppd

ﬂ' Settings @ Manifest [ Delete

Display name Application 1D

FusionBwsAppd bbTcedBe-cfi2-4422-8363-1d220485f8a3
Application type Object ID

Web app / API b830d464-5603-44a2-96c4-28db9636e7f1
Home page Managed application in local directory
https/fFusionEwsAppd FusionEwsAppd

b

4. Select Keys under the API ACCESS menu.
5. Click Upload Public Key.

Keys Menu - Upload Public Key

jel Hsave ¥ Discare * Uplead Public Key
GEMERAL
Passwords
Properties >
DESCRIFTION EXPIRES VALUE
= Reply URLs >
Mo results.
;.'. Owners >
Duration W

APl ACCESS

 Required permissions

Public Keys

Keys >
THUMEFPRINT START DA
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o

8.

9.

Select the [ApplicationName].cer file created for the application. The .cer file is
uploaded to the application.

Once the upload completes, click Save. The thumbprint from the PowerShell
script used to create the self-signed certificate is added to the Public Keys menu.

Select App registrations from the Azure widget menu.

Select the Crestron Fusion application. An application dialog box is displayed.

10. Click Manifest. The JSON manifest for the application is displayed in an Edit

11.

screen.

Crestron Fusion App Window

FusionbEwsApp4d

tered app

ﬁ Settings ,O‘ Manifest [ Delete

Display name Application 1D

FusionEwsAppd bbTcedBe-cf92-4425-8363-1d220489%8a3
Application type Object ID

Web app / API b830d464-5603-4432-96c4-38db963671
Home page Managed application in local directory
http://FusionEwsAppd FusicnEwsAppd

i

In the keyCredentials section, replace the existing code with the code below,
where [Base64Thumbprint from PS script], [Keyid from PS script], and
[Base64Value from PS script], are replaced with the appropriate values
from the PowerShell script used to create the self-signed certificate.

"keyCredentials": [
{
"customKeyIdentifier": " [Base64Thumbprint from PS script]",
"keyId": "[Keyid from PS script]",
"type": "AsymmetricX509Cert",
"usage": "Verify",
"value": "[Base64Value from PS script]"
}
1,
NOTES:

« Copying the PowerShell output directly into the JSON manifest may add
extraneous line ends, which will cause the manifest to fail when saved. To
avoid this scenario, copy the PowerShell output into a text editing
program, and then remove the extraneous line ends before pasting the
content into the manifest.

+ Any keyCredentials values in the existing JSON manifest that are not in
the pasted code will return after the manifest is saved.

10 e Modern Authentication for EWS in Crestron Fusion Integration Guide — DOC. 8422A



The following code uses the sample PowerShell output shown on page 8 as an

example.
"keyCredentials": [
{

"customKeyIdentifier": " ehgOgxkvDl12mFgjT8u88MzSZWly="",
"keyId": " ££f144009-ce5c-46el-8cd2-1c0733e92195",
"type": "AsymmetricX509Cert",
"usage": "Verify",
"value":

"MIIDHzCCAgegAwIBAGIQ/AQnORgvCcS5hAdvZUXIuSLTANBgkqhkiGOw0OBAQQFADAGMR AW
HAYDVQQODExVDcmVzdHJIvbkZ1c21vbkV3cO0FwcDQwHhcNMTgwOTA1IMDQWMDAWWhcNMj UwO
TAIMDQWMDAWWjAgMR4wHAYDVQQODExVDcmVzdHIvbkZ1c21vbkV3cO0FwcDQwggEiMAOGCS
gGSIb3DQEBAQUAA4IBDWAWGGEKAOIBAQDE+y6Hy08r8r+kyj0B1G1ffRME7RiIwMAFOhWG1
NxSUYEVPQTjTzkARme80ClrlTyxk0ftv56L1eR0OxgBrIxufgjrulqyx11Y1sgTMNNPqua
GehlvIny75tClz+tAtOuwbwOlJQ28P3RjrlOngQ4t¥gi98C2GcaNHSPsSExZY36B8cMZChb
TirQgPENSgwKg/SudNoNjX/LMFLJBcJoD5r7xdg/5JGsymhuRKhxfo58thl1PdulnOeQfG
z1cxjXW8YSGMelgK97eTOQCPQCAWEWI OwiY8hfjVUDNxgIWBM76Pg5y17QV7rK+IS1xON
1FusYxiof+SMYnclnHZLRAopQJoU/AgMBAAGJVTBTMFEGA1UJAQRKMEiAEA4PF6eu279gC
KKeFugtFfGihIjAgMRAwHAYDVQQDExVDcmVzdHIvbkZ1c21vbkV3cOFwcDSCEPWEJzkYL
30YQHL2VFyLki0wDQYJKoZIhvcNAQEEBQADggEBAGLXnaevVgSvOefiV/sit5cS+8eyEAr
rPZAKMmEPnUmSgVsMZtI/ivagVp8TpvSp3DQhrQkkWlgHH1JOf2PyhwEpv3ZEbEPwkk+x
WludhjwVVrTIbMmvqQOMIiAxxL3ymQOAIXd+FfRUhYQvozZVyDYWDaqVG8CBYHSY|55F
hhjR2LkEdgyEVg80o5UK91MPbN2LWRRUS5c2NHMGuNAakp7+RFCEAT4u9s5ADFVgpl121 1pNU
I2nwVasyn2p6zWW53VQDIVPEpTltWaZwsVgEJIRfpeQ8ZFPsTWFAROP1IArJi1lPhtEg267
a3pzl1Pe3E+fnrt2EXC6+4H0xI/AEE"
}
Ir

12. Click Save on the Edit screen.

Exit the Edit screen, and then click Manifest to display the Edit screen again. The
keyCredentials section should now appear as follows:

keyCredentials Section

18 "keyCredentials™: [

19 {

28 "customKeyIdentifier”: "ehgBqxkvD12mFgjTSu88MzSZW1Y=",
21 "endDate™: "2025-09-05T04:00:08Z",

22 "keyId”: "ff144889-ce5c-46e1-8cd2-1cB733202195",
23 "startDate”: "2818-89-85Ted4:00:087",

24 "type”: “AsymmetricX5e9Cert”,

25 "usage”: "Verify",

26 “walue": null

27 1

28 1,

Confirm that the startDate and endDate values match the start and end dates
specified when creating the certificate. If so, the application has read the uploaded
certificate successfully.

NOTE: It is normal that null is shown for value.
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Configure Crestron Fusion Settings

Modern Authentication for EWS configuration parameters must be set in

Crestron Fusion. The Microsoft Exchange page in the Crestron Fusion Configuration
web client has been extended so that Modern Authentication may be configured outside
of the All Config page.

Microsoft Exchange Page

[ | e
~ Configuration settings were successfully updated.
General Maximum Checkpoint Age: 48 H (hours)
LOE w Notification Port: |s5206 |
Scheduling
General Notification Interval: (minutes)
Domino Notification Resubscribe Delay: |3D |(seccnds)
External .
Google Enable Asynchronous Exchange Request: O
LDAP Notifications To Hostname: O
Micros Use OAuth for EWS authentication:
OAuth settings
R25
e 0365 tenant ID: [076fb591-bces-461e-beea-0182630ce52¢ -
PinPoint
Forwarding Client ID (Application ID): IE4E2199c-478h-430f—h156-2f355909638h -
\Web Currently Loaded Certificate: FusionEwsAppFSG. pfx
SMTP
Media OAuth certificate (PFX): Browse... No file selected.
AP Certificate Password: ||||||||| m_
Advanced
Alert Service EWS server URL: https://outlook.office365.com/
All

If the Use OAuth for EWS authentication option is selected, additional OAuth settings
are provided at the bottom of the Microsoft Exchange page.

The following sections identify the configuration variable name and the associated
OAuth settings setting in the Microsoft Exchange page (if present).

NOTE: Sample values are used in the following sections for reference. These values must
be replaced with values from the application created using the previous sections.

EwsOAuthTenantld (O365 tenant ID)

The EwsOAuthTenantld variable sets the tenant ID of the Office 365 account. This
variable may also be set using the O365 tenant ID field in the Microsoft Exchange page.

To locate the Office 365 tenant ID:
1. Sign into the Azure portal with a user ID that has Global Administrator rights.
2. Select Azure Active Directory from the left navigation menu.
3. Select Properties from the Azure widget menu.

The tenant ID is listed in the Directory ID field.
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Azure Active Directory Properties - Directory ID

Yes
SQL databases i=| Custom domain names I—“
. Directory 1D
' Az 5 2 Mobility (MDM and MAM) I
Azure Cosmos DB v 8d753¢8b-3fdc-4332-84f1-3af34J63865¢
- . Password reset .
Virtual machines Technical contact
M Company branding preary@crestron.com
Load balancers
-u’ User settings Global privacy contact
Storage accounts
'I' Properties
Virtual networks Privacy statement URL

Azure Active Directory

Netifications settings

SLOlIDIT

EwsOAuthClientld (Client ID (Application ID))

The EwsOAuthClientld variable sets the application ID. This variable may also be set
using the Client ID (Application ID) field in the Microsoft Exchange page.

To locate the application ID:

1.

2
3.
4

Sign into the Azure portal with a user ID that has Global Administrator rights.
Select Azure Active Directory from the left navigation menu.
Select App registrations from the Azure widget menu.

Select the application created for Crestron Fusion. An application dialog box is
displayed.

The application ID is listed in the Application ID field.

Crestron Fusion App Window

ionEwsApp4

ered app
ﬁ Settings  # Manifest [ Delete
Display name Application D
FusionEwsAppd bbTcedfe-cf92-44253-8363-1d220489f8a3
Application type Object 1D
Web app / API bB30d464-5603-4432-96c4-38d 0836711
Home page Managed application in local directory
https/fFusionEwsAppd FusicnEwsAppd

~
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EwsOAuthCertificatePassword (Certificate Password)

The EwsOAuthCertificatePassword variable sets the certificate private key password.

This variable may also be set using the Certificate Password field in the Microsoft
Exchange page.

For this variable, enter the private key password created while exporting the self-signed
certificate.

EwsOAuthCertificate (OAuth Certificate (PFX))

The EwsOAuthCertificate variable sets the contents of the .pfx file created when the
certificate with the private key was exported. This variable may also be set using the
OAuth Certificate (PFX) field in the Microsoft Exchange page.

For this variable, enter the path of the .pfx file on the network, or use the Browse button
on the Microsoft Exchange page to locate the file on the network.

NOTE: The read-only Currently Loaded Certificate text field shows the .pfx file that is
loaded to the application. The file path of the .pfx file is not included.

EwsOAuthServerName (EWS Server URL)

The EwsOAuthServerName variable sets the URL of the EWS server. This variable may
also be set using the EWS ServerURL field in the Microsoft Exchange page.

For this variable, enter "https://outlook.office365.com/".
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Configure Office 365 Tenant for OAuth

The Office 365 tenant must be configured to enable OAuth if it is not already configured
by setting the OAuth2ClientProfileEnabled variable to $True.

The following PowerShell script queries the OAuth settings for the Office 365 tenant:

$usercredential

Get-Credential # Enter your 0365 admin credentials in the pop-up

§session = New-PSSession -ConfigurationName Microsoft.Exchange -Connectionuri
https://outlook.office365.com/powershell-Tiveid/ -Credential $UsercCredential -
Authentication Basic -AlTowRedirection

Import-PSSession $Session -DisableNameChecking

Get-OrganizationConfig Format-Table -Auto Name, OAuth*
#Set-0OrganizationConfig -OAuth2ClientProfileEnabled $true

The command to enable OAuth is commented at the bottom of the script.

Test the Configuration

A new TEST OAUTH command has been added to the Crestron Fusion Services
controller to help validate the configuration for OAuth settings.

Crestron Fusion Services Controller - TEST OAUTH

#* RoomYiew Service Controller

Foomiisw Service
’7 " Loader © Signal ™ Schedule ¢ Log © Media © Data § Groupware ‘
Haztname!/|P Address
‘ ¥ Usze lacalkost Hustr’lF‘Addr:I F'ortl Connsct ”
Command: Argument 11 Other args:
|TEST =] [DauTH =
EwsDhuthEnabled: Trus =]

EwsDAuthaurhorivy: hoops: /s login. windows netc/07dIhE91l-beaf-4cle-beea-2182630cabZe/oaurhz /vZ . 0/authorize

EwsOduthServerUrl: https://outlook.office365. coms
EwsDiuthCertificate: 2533 bytes
EwsDAuthCertificatePassword: =wwwwwwaes
Erws0huthPfzFileName: FusionBwsippFPSC.pfx

Ews0DiuthClientId: e4G6Zl3ec-478b-430Lf-bl5G6-ZLa553056a8b
EwsOAuthTenantId: 07dfbESl-boeB-46le-beea-9182630cebie

We got Microsoft. Exchange.WebServices.Data. DhuthCredentials

< _'I_I
I Sword wran Execute | Close

Execube OK

The readout shown in the image above indicates a successful test run.

NOTE: The CONFIG RELOAD command must be run if any changes have been made to
the OAuth configuration prior to issuing a new TEST OAUTH command. If changes are
made to the configuration, the Groupware service may take up to 10 minutes to receive

the new values

; otherwise, the service app pool may be cycled again to receive the new

values immediately.
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